
  

PIPA/GDPR crosswalk in alphabetical order  

PIPA Section 
 

PIPA Section Name  GDPR Article GDPR Article Name 

18 Access to medical records 
 

  

17 Access to personal information 
 

15 Right of access by the data 
subject 

3 Application 
 

2 Material scope 

3 Application 
 

3 Territorial scope 
 

3 Application 99 Entry into force and application 
 

14 
 

Breach of security 6 Lawfulness of processing 
 

14 Breach of security 33 Notification of a personal data 
breach to the supervisory 
authority 

14 Breach of security 34 Communication of a personal 
data breach to the data subject 

23 Communication provider 
exemption 

95 Relationship with Directive 
2002/58/EC 
 

21 Compensation for financial loss 
or distress 

82 Right to compensation and 
liability 

6 
 

Conditions for using personal 
information 

6 Lawfulness of processing 
 

6 Conditions for using personal 
information 

7 Conditions for consent 

6 Conditions for using personal 
information 

10 Processing of personal data 
relating to criminal convictions 
and offences 

6 Conditions for using personal 
information 

86 Processing and public access to 
official documents 

6 Conditions for using personal 
information 

88 Processing in the context of 
employment 

4 
 

Exclusions 2 Material scope 
 

4 
 

Exclusions 6 Lawfulness of processing 
 

4  Exclusions 85 Processing and freedom of 
expression and information 

4 Exclusions 88 Processing in the context of 
employment 

8 Fairness 5 Principles relating to processing 
of personal data 



  

12 
 

Integrity of personal information 5 Principles relation to processing 
of personal data 

12 Integrity of personal information 
 

32 Security of processing 

2 Interpretation 4 Definitions 
 

22 National security exemption 
 

23 Restrictions 

16 
 
 

Personal information about 
children in the information 
society 

8 Conditions applicable to child’s 
consent in relation to 
information society services 

9 Privacy notices 12 Transparent information, 
communication and modalities 
for the exercise of the rights of 
the data subject 

9 
 
 

Privacy notices 13 Information to be provided 
where personal data are 
collected from the data subject 

9 Privacy notices 14 Information to be provided 
where personal data have not 
been obtained from the data 
subject 

9 
 
 

Privacy notices 46 Transfers subject to appropriate 
safeguards 

20 Procedure for making a request 
under section 17, 18 or 19 

12 Transparent information, 
communication and modalities 
for the exercise of the rights of 
the data subject 

11 Proportionality 5 Principles relating to processing 
of personal data 

11 Proportionality 6 Lawfulness of processing 
 

10 Purpose limitation 
 

5 Principles relating to processing 
of personal data 

10 Purpose limitation 
 

6 Lawfulness of processing 
 

10 Purpose limitation 89 Safeguards and derogations 
relating to processing for 
archiving purposes in the public 
interest, scientific or historical 
research purposes or statistical 
purposes 

19 
 

Correction, blocking, erasure and 
destruction 

16 Right to rectification 

19 
 

Correction, blocking, erasure and 
destruction 

17 Right to erasure (‘right to be 
forgotten’) 



  

19 Correction, blocking, erasure and 
destruction 

19 Notification obligation regarding 
rectification or erasure of 
personal data or restriction of 
processing 

19 
 

Correction, blocking, erasure and 
destruction 

21 Right to object 

24 Regulatory activity and honours 
exemption 

6 Lawfulness of processing 
 

5 Responsibility and compliance 5 Principles relating to processing 
of personal data 

5 Responsibility and compliance 6 Lawfulness of processing 
 

5 Responsibility and compliance 24 Responsibility of the controller 
 

5 Responsibility and compliance 26 Joint controllers 
 

5 Responsibility and compliance 28 Processor 
 

5 Responsibility and compliance 
 

37 Designation of the data 
protection officer 

13 Security safeguards 6 Lawfulness of processing 
 

13  Security safeguards 25 Data protection by design and by 
default  

13 Security safeguards 32 Security of processing 
 

13 Security safeguards 32 Security of processing 
 

7 
 
 

Sensitive personal information 
 

9 Processing of special categories 
of personal data 

7 Sensitive personal information 
 

10 Processing of personal data 
relating to criminal convictions 
and offences 

15 Transfer of personal information 
to an oversees third party 

35 Data protection impact 
assessment 

15 Transfer of personal information 
to an oversees third party 

40 Codes of Conduct 

15  Transfer of personal information 
to an oversees third party 

41 Monitoring of approved codes of 
conduct 

15 Transfer of personal information 
to an oversees third party 

42 Certification 
 

15 Transfer of personal information 
to an oversees third party 

43 Certification bodies 

15 Transfer of personal information 
to an oversees third party 

44 General principle for transfers 



  

15 Transfer of personal information 
to an oversees third party 

45 Transfer on the basis of an 
adequacy decision 

15  Transfer of personal information 
to an oversees third party 

47 Binding corporate rules 

15 Transfer of personal information 
to an oversees third party 

48 Transfers of disclosures not 
authorised by Union law   

15 Transfer of personal information 
to an oversees third party 

49 Derogations for specific 
situations 
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GDPR 
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recipient 

biometric information 
 

biometric data 

breach of security 
 

personal data breach 

genetic information 
 

genetic data 

individual 
 

data subject 

organisation 
 

controller, processor 

oversees third party 
 

third party, international organisation 

personal information 
 

personal data 

privacy officer 
 

data protection officer 

sensitive personal information 
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